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ABSTRACT 

In the contemporary world, Video Surveillance holds a crucial role, leveraging advancements in technologies 

such as artificial intelligence, machine learning, and deep learning. These innovations contribute to the 

development of sophisticated systems capable of discerning various suspicious behaviors in real-time image 

monitoring. Given the inherent unpredictability of human behavior, distinguishing between normal and 

suspicious activities poses a significant challenge. This paper introduces a classification system for human 

activities, categorizing them into normal (e.g., sitting, walking, jogging, hand waving) and suspicious (e.g., 

running, boxing, fighting). The classification is achieved through the utilization of convolutional neural 

networks, extractiing high-level features from images. The convolutional network's classification, along with 

the final pooling layer result, is considered to make the ultimate prediction, especially in the context of AI-based 

suspicious activity detection and criminal case identification from video input. 

Keywords: AI Based Suspicious Activity Detection, Video Input, Criminal Case Detection. 

I. INTRODUCTION 

In  the  contemporary  landscape,  despite  widespread  surveillance  cameras,  escalating  crime  emphasizes  

the necessity for a model that swiftly detects suspicious behavior. The proposed solution involves developing a 

robust deep learning model capable of accurately identifying and classifying such activities within video 

surveillance footage. Objectives include enhancing the model's recognition of anomalous behavior patterns, 

implementing real-time processing, seamless integration with existing surveillance systems, and conducting 

thorough testing for optimal  performance  in  diverse  scenarios.  The  problem statement  underscores  the  

limitations  of  traditional surveillance methods, urging the need for an advanced, adaptive deep learning 

system to address the complexity and diversity of suspicious activities, mitigate false positives, and enhance 

security in various environments. 

II. METHODOLOGY 

1. Introduction 

Brief overview of the proposed methodology and its focus on automatic detection of suspicious activities in 

video streams. 

2. Deep Learning Model Selection: Convolutional Neural Network (CNN) 

Explanation of the chosen CNN architecture for the detection task. 

3. Transfer Learning for Enhanced Performance 

Description of how pre-trained models were utilized through transfer learning to improve the detection 

model's performance. 

4. Training on Annotated Dataset 

Details on the training process, emphasizing the importance of the annotated dataset. 

5. Feature Extraction: Temporal and Spatial Features 

Explanation of the extraction process for temporal and spatial features, crucial for capturing nuanced patterns 

related to suspicious behavior. 

6. Real-time Video Processing 

Overview of the system's implementation for swift and accurate detection through real-time video processing. 

Ensure to provide detailed explanations under each subheading to maintain clarity and uniqueness in your 

content. 
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III. MODELING AND ANALYSIS 

 

Figure 1: Layers Of CNN 

This section details the model and materials used, adhering to the prescribed format. Figure 1 illustrates the 

layers of the convolutional neural network (CNN). Layer configurations are presented, including specifications 

such as kernel size, stride, and the number of kernels. For instance, Layer 1 consists of a 3x3 convolutional layer 

with six kernels, resulting in a 26x26x6 image. The subsequent layers involve pooling, convolutional, and dense 

layers, each with specific configurations and total parameters. Notably, Layer 6 employs a dense sheet with 128 

parameters and Layer 7 culminates in a fully connected Softmax output layer with two units. 

IV. RESULTS AND DISCUSSION 

The proposed framework was implemented in Python 3.2 with the OpenCV library. The system hardware 

specifications are as follows: Intel(R) Core (TM) i5-8300H @ 2.30GHz, 8.00GB RAM, Windows Operating 

System (64-bit). The training dataset consisted of 10700 frames of nonsuspicious (safe) activity and 96800 

frames of suspicious activity 

V. CONCLUSION 

We provided a detection tool based on frames extracted from videos and deep learning-based algorithms in this 

article. To detect the operation, this novel and special method necessarily require the use of minimal 

computational resources. It is versatile and mobile due to the lack of special hardware components. As a result, 

this cost-effective tool can be easily. 
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