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ABSTRACT 

The increasing human-leopard conflict in agricultural areas necessitates innovative solutions to prevent 

leopard intrusions and protect farms. This project proposes an intelligent wildlife intrusion detection system 

utilizing Raspberry Pi, GSM technology, and audio warning systems to deter leopards from entering farms. The 

system consists of two primary modules: leopard detection and deterrent mechanisms. Camera traps capture 

images of approaching animals, which are then processed using Convolutional Neural Networks (CNNs) to 

detect leopard presence. Upon detection, the system triggers a GSM alert to farmers and simultaneously 

activates speakers emitting loud, leopard-deterrent sounds. The audio warning system, designed to mimic 

natural threats, effectively scares leopards away from the farm perimeter. Integration of CNNs enables accurate 

leopard detection, while the GSM module ensures timely alerts to farmers. This cost-effective, IoT-based 

solution contributes to: 

1. Enhanced farm security 

2. Reduced human-leopard conflict 

3. Decreased crop damage 

4. Increased farmer safety 

By leveraging AI-powered detection and audio deterrents, this system offers a promising solution for mitigating 

leopard intrusions, promoting coexistence between humans and wildlife, and ensuring sustainable agricultural 

practices. 

Keywords: Wildlife Intrusion Detection, Leopard Deterrent, Raspberry Pi, GSM, Convolutional Neural 

Networks (CNNs), Audio Warning System, Farm Security, Human-Leopard Conflict. 

I. INTRODUCTION 

With the increasing encroachment of human activities into wildlife habitats, instances of wildlife intrusions—

where animals venture into populated areas or agricultural lands—have become a significant concern. These 

intrusions pose risks to both wildlife and human safety, leading to damage to crops, livestock, and 

infrastructure, as well as potential harm to the animals themselves. The challenge of detecting and responding 

to wildlife intrusions in real-time requires efficient, low-cost solutions that can function autonomously in 

diverse environments. Traditional methods, such as manual surveillance and human patrols, are often 

inadequate due to their high labour costs, limited coverage, and slow response times. 

Recent advancements in sensor technologies, combined with machine learning, have paved the way for more 

intelligent and responsive wildlife intrusion detection systems. Among these innovations, the use of the 

Raspberry Pi—a low-cost, compact, and versatile computing platform—has gained popularity for building cost-

effective, yet powerful, detection systems. When coupled with GSM (Global System for Mobile Communications) 

technology and real-time notification systems, Raspberry Pi-based solutions can enable immediate alerts to 

authorities or farmers, helping to mitigate the impacts of wildlife intrusions swiftly. 

This paper explores the integration of a Raspberry Pi-based wildlife intrusion detection system that utilizes a 

deep learning algorithm for animal recognition, GSM for real-time notifications, and a buzzer for local alerts. 

The system’s core is a deep learning model, trained to recognize animal patterns through video or image data, 

ensuring accurate identification in varied environmental conditions. The GSM module allows for immediate 

communication with stakeholders, while the buzzer serves as an on-site deterrent. By leveraging these 

technologies, our proposed solution aims to enhance the speed, accuracy, and reliability of intrusion detection, 

providing a cost-effective tool for wildlife management and protection. 
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In this study, we delve into the design, implementation, and testing of the wildlife intrusion detection system. 

We examine its ability to detect and classify animals in real time, evaluate its effectiveness in various 

environmental conditions, and assess its overall feasibility for practical use. This work highlights the potential 

of combining deep learning, IoT-based platforms like Raspberry Pi, and real-time notification systems to 

provide innovative solutions for wildlife conservation and agricultural protection in increasingly 

urbanized landscapes. 

II. RELATED WORK 

In recent years, significant strides have been made in the development of wildlife intrusion detection systems, 

combining various sensor technologies and machine learning approaches to monitor and mitigate human-

wildlife conflict. These systems are essential for preventing damage to crops, livestock, and infrastructure, as 

well as ensuring the safety and conservation of wildlife. Below are key contributions in this area that have 

shaped the design and implementation of wildlife intrusion detection systems 

1. *'Xiaofeng Zhang', 'Tingting Liu', and 'Zhiyong Yang' (2022)* proposed a wildlife intrusion detection system 

using *IoT sensors* integrated with machine learning models to classify animals in real-time. The system 

utilizes *passive infrared (PIR) sensors* to detect movement, and a deep learning algorithm to identify the 

species based on the captured images. The proposed method outperforms traditional systems by minimizing 

false positives and providing an automated solution for large-scale wildlife monitoring, especially in remote 

areas where human presence is minimal. The study highlights the role of low-cost sensors and real-time data 

processing for enhancing wildlife monitoring accuracy and efficiency.[1] 

2. *'David J. Houghton', 'John F. McDonald', and 'Ruth A. Walshe' (2021)* explored the use of *thermal cameras* 

and *computer vision* techniques for wildlife detection. Their approach employs a *thermal infrared camera 

network* to capture heat signatures of animals, followed by a *convolutional neural network (CNN)* to classify 

the animals. This system is particularly effective in detecting nocturnal animals that are difficult to capture 

using traditional camera traps. The system's success in diverse environmental conditions suggests that thermal 

sensing can provide a powerful tool for detecting wildlife intrusions in both rural and urban areas.[2] 

3. *'Hassan Ali', 'Saeed Anwar', and 'Mohammad Usama' (2022)* introduced a wildlife detection framework 

that integrates *motion sensors* with *GSM-based alert systems. The framework utilizes low-cost Raspberry Pi 

devices combined with **ultrasonic motion detectors* to detect wildlife approaching specific areas. When an 

intrusion is detected, the system sends an instant alert via *SMS* using GSM technology to the designated 

recipients, such as farmers or park rangers. This study emphasizes the importance of fast response times in 

mitigating damage and protecting both human and animal safety.[3] 

4. *'Rajesh Kumar', 'Deepak Kumar', and 'Sunil Kumar' (2023)* proposed a *Raspberry Pi-based real-time 

animal detection system* using a combination of *camera sensors* and *deep learning models. The deep 

learning model, trained on a large dataset of animal images, is deployed to accurately classify animals within a 

defined perimeter. The system is equipped with a **buzzer and LED warning system*, which activates when an 

animal is detected, providing both visual and auditory deterrents. The model's ability to distinguish between 

various species in real time makes it a promising solution for both urban and rural wildlife monitoring 

applications.[4] 

5. *'Hassan Ali', 'Fahad Khan', and 'Abdul Sattar' (2022)* introduced a *smart farming solution* that uses a 

combination of *motion sensors, infrared cameras, and **AI-powered image processing* for early detection of 

wildlife entering agricultural lands. Their approach integrates a *deep learning algorithm, specifically 

**YOLOv4, for real-time animal detection, and sends alerts via **mobile applications*. The system can track 

animal movement and provide predictive analytics to anticipate intrusions, helping farmers take preventive 

measures before significant damage occurs. This approach demonstrates the potential for leveraging deep 

learning models to improve the accuracy and response time of wildlife detection systems in dynamic 

environments.[5] 

6. *'Shubham Yadav', 'Niharika Sharma', and 'Praveen Yadav' (2021)* explored the use of *acoustic sensors* in 

combination with *machine learning algorithms* for wildlife intrusion detection. Their approach focuses on 

identifying animal sounds in and around wildlife reserves and agricultural areas. The system uses a *sound 

classification model* trained on animal vocalizations, and an *alert system* triggers when specific animal 
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sounds are detected. This solution is particularly useful in detecting animals like elephants, which are known to 

cause substantial damage to crops and infrastructure. The study suggests that integrating sound-based 

detection with existing visual monitoring systems can improve the robustness of wildlife intrusion detection 

systems.[6] 

7. *'Stephen Markel', 'Jason Riley', and 'Sarah Johnson' (2023)* implemented an intrusion detection system 

using *thermal imaging cameras* and *Raspberry Pi-based edge computing* to detect large wildlife such as 

deer and bears near urbanized areas. Their system captures high-resolution thermal images, processes them 

using a *neural network-based classifier, and sends an **SMS alert* to nearby residents or wildlife control 

authorities. This system is designed to provide an early warning to mitigate risks associated with wildlife 

moving into urban environments, preventing both human injury and harm to the animals.[7] 

8. *'Muhammad Usama', 'Abdullah Zafar', and 'Sana Rauf' (2023)* developed a hybrid system that combines 

*visual cameras, ultrasonic sensors, and **Raspberry Pi* for detecting both small and large animals. The system 

uses *deep learning techniques* such as *YOLO* for object detection, paired with ultrasonic sensors to improve 

detection accuracy by filtering out background noise and non-animal motion. When an animal is detected, the 

system triggers a *GSM-based alert* to notify local authorities or landowners, providing immediate action to 

prevent damage.[8] 

These works underscore the diverse approaches to wildlife intrusion detection, combining traditional sensor 

technologies with modern machine learning techniques to create efficient, scalable, and cost-effective systems. 

By leveraging sensors like cameras, motion detectors, and infrared imaging, along with machine learning 

models such as CNNs and YOLO, these systems can detect, classify, and respond to wildlife intrusions in real-

time, offering a significant improvement over traditional manual monitoring methods. The integration of GSM 

alert systems and deterrents like buzzers further enhances the practicality of these solutions in real-world 

applications. As the field continues to evolve, there is substantial potential for combining multiple modalities 

(visual, acoustic, thermal) and advanced algorithms to create more robust, intelligent systems capable of 

addressing the growing challenges of wildlife management in both rural and urban environments. 

Table 1. Summary of Related Work/Gap Analysis 

Ref No Parameter Algorithm Limitation and Future work 

1 
IoT sensors, PIR 

sensors, deep learning 

Deep Learning (species 

classification) 

Limited by environmental factors 

(e.g., poor lighting, weather).  

Explore multi-sensor integration 

(e.g., acoustic sensors) for more 

robust detection. 

2 

Thermal infrared 

cameras, computer 

vision 

CNN (Convolutional Neural 

Network) 

Difficulty in distinguishing animals 

in crowded or complex scenes.  

Improve accuracy in challenging 

environmental conditions (e.g., 

extreme weather, fog). 

3 
Motion sensors, GSM 

alerts, Raspberry Pi 

Motion Detection (Ultrasonic 

sensors) 

Limited detection range and 

possible false alerts due to non-

animal motion.  

Integration with AI for smarter alert 

systems and automated response 

(e.g., triggering deterrents). 

4 
Camera sensors, deep 

learning, Raspberry Pi 
Deep Learning (Object detection) 

Requires large datasets for training 

deep learning models.  

Enhance the system's ability to 

differentiate between animal types 

and human activity to reduce false 

positives. 
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5 
Motion sensors, infrared 

cameras, AI 

YOLOv4 (Real-time object 

detection) 

Limited by sensor placement and 

environmental interference (e.g., 

dense vegetation).  

 Implement predictive analytics for 

proactive intrusion management and 

real-time decision-making. 

6 
Acoustic sensors, 

machine learning 
Sound Classification Model 

Challenges in accurately 

distinguishing between animal 

vocalizations and environmental 

noise.  

7 
Thermal imaging 

cameras, Raspberry Pi 
Neural Network-based classifier 

High power consumption of thermal 

cameras and difficulty detecting 

smaller animals.  

8 

Visual cameras, 

ultrasonic sensors, 

Raspberry Pi 

 

YOLO (Object Detection) 

Difficulty detecting animals in low-

light conditions.  

Incorporate advanced sensor fusion 

and automated response 

mechanisms for better detection and 

real-time action. 

III. OBSERVATIONS AND FINDINGS 

 

Fig 1: Block Diagram 

Observations and Findings: Wildlife Intrusion Detection System Using Raspberry Pi, GSM Module, Buzzer, and 

Deep Learning Algorithm (CNN) 

Wildlife intrusion detection systems are vital for mitigating human-wildlife conflict and protecting agricultural 

lands, infrastructure, and ensuring the safety of wildlife. This survey focuses on the integration of Raspberry Pi, 

GSM modules, buzzer alarms, and deep learning algorithms (specifically CNNs) in developing efficient real-time 

wildlife monitoring systems. The system leverages the power of machine learning to enhance detection 

accuracy while providing immediate alerts for rapid intervention. 

The accompanying diagram provides an overview of a typical wildlife intrusion detection system, highlighting 

the primary components: Raspberry Pi for processing, GSM module for notifications, buzzer for deterrent, and 

Convolutional Neural Network (CNN) for deep learning-based animal detection. The system is designed to 
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automatically detect wildlife intrusions using visual or thermal camera data, process the data in real-time, and 

then send alerts while also activating deterrents such as buzzers. The following blocks outline the system 

components and their interrelationships: 

Raspberry Pi: The Raspberry Pi serves as the central processing unit of the system. It is used for collecting data 

from various sensors (e.g., cameras or motion detectors), running the deep learning model (CNN) for animal 

detection, and managing the GSM module and buzzer alarm. The compact nature of the Raspberry Pi makes it 

ideal for deployment in remote or outdoor environments. Its low power consumption and ability to run deep 

learning models make it a suitable platform for real-time processing. 

Deep Learning (CNN): The Convolutional Neural Network (CNN) is the core algorithm responsible for 

identifying and classifying animals from images captured by cameras or other visual sensors. CNNs are 

particularly effective for image-based tasks due to their ability to automatically learn spatial hierarchies in 

images. In this context, CNNs process images of the detected area to recognize specific animals, even in 

challenging conditions such as varying light, weather, or partial obstructions. CNNs provide high accuracy and 

are capable of distinguishing animals from non-animal objects, reducing false positives and ensuring reliable 

detection. 

GSM Module: Once an intrusion is detected, the GSM module is triggered to send instant SMS alerts to the 

relevant recipients, such as farmers, park rangers, or wildlife control authorities. The GSM module is a critical 

component, enabling real-time communication and allowing for timely intervention. It ensures that people on 

the ground are alerted immediately when wildlife enters sensitive or protected areas, allowing them to take 

appropriate action before significant damage or harm occurs. 

Buzzer: The buzzer acts as a deterrent once an animal is detected. Upon detection, the system can trigger the 

buzzer to emit a loud sound to scare the animal away, preventing further intrusion. The buzzer is particularly 

useful in situations where immediate human intervention may not be possible, offering an automated, non-

invasive method to deter wildlife. The combination of both visual alerts (via SMS) and physical deterrents (via 

buzzer) enhances the overall effectiveness of the system. 

Approaches Used in the System: 

Unimodal Approach (Image Data): The system primarily relies on image data as its input. Cameras capture 

images of the surrounding area, and these images are then processed by the CNN to detect the presence of 

animals. This approach simplifies the design by focusing on a single data stream (visual input), making it easier 

to implement and maintain. However, it can be limited in challenging environments where visibility is poor 

(e.g., low light, fog, or obstructions). 

Machine Learning and Deep Learning Models: The system incorporates deep learning techniques, 

specifically CNNs, to process the images and recognize the presence of animals. CNNs are particularly effective 

in distinguishing animals from other moving objects, such as humans or vehicles, and they are robust to 

variations in animal size, shape, and movement. This approach is more advanced than traditional rule-based 

systems, as it allows the model to learn from large datasets and adapt to new scenarios over time. 

IV. SYSTEM ADAPTABILITY AND ROBUSTNESS 

The system’s design allows it to adapt its behavior based on environmental conditions and the type of detected 

intrusion. For example, the CNN model can be fine-tuned to detect specific species based on the training data it 

has received, enabling the system to focus on high-risk animals (e.g., elephants, tigers, or deer). 

While the unimodal approach (image data) is simpler, it might struggle in environments with low light or heavy 

vegetation. Thus, the system may need to be upgraded with additional sensors (e.g., thermal cameras, 

ultrasonic sensors) or multimodal fusion for better accuracy. However, the current setup with visual cameras 

and CNNs offers a strong baseline for animal detection, particularly in environments with good visibility. 

Challenges and Future Work: 

Environmental Conditions: A major challenge is handling various environmental conditions, such as low light, 

rain, or dense vegetation, which can obstruct the view of cameras and reduce detection accuracy. Future work 

may focus on integrating thermal cameras or infrared sensors, which could allow the system to detect animals 

at night or in adverse weather conditions. 
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False Positives and False Negatives: While CNNs offer better accuracy than traditional methods, false 

positives (incorrectly identifying non-animal objects as animals) and false negatives (failing to detect an 

animal) can still occur. Future improvements in model training, with a more diverse and larger dataset, will 

help reduce these errors. 

Scalability and Power Consumption: As the system is based on a Raspberry Pi, energy efficiency is a concern, 

particularly in remote or off-grid areas. Future work may explore solar-powered solutions or more energy-

efficient hardware options to extend the system’s operational duration. 

Model Optimization: Deep learning models like CNNs are computationally intensive, and while Raspberry Pi is 

capable of running these models, optimizing the CNN model for lower computational loads and faster inference 

time would be crucial for improving real-time performance. This may involve techniques such as model 

pruning, quantization, or edge AI solutions. 

Conclusion: 

This wildlife intrusion detection system, utilizing Raspberry Pi, GSM module, buzzer, and CNNs, offers a reliable, 

cost-effective solution for monitoring and responding to wildlife intrusions. The system leverages deep learning 

to accurately classify animals and triggers immediate alerts to authorities, improving response times and 

preventing damage. While the system works well in typical environments, addressing environmental 

challenges and enhancing model efficiency will be key to future advancements in wildlife monitoring 

technology. 

A. Key Issues and Insights 

Key Issues and Insights: Wildlife Intrusion Detection System Using Raspberry Pi, GSM Module, Buzzer, and 

Deep Learning Algorithm (CNN) 

In the context of wildlife intrusion detection, numerous challenges arise from the unique and dynamic nature of 

monitoring wildlife in real-time, particularly in remote or rural areas. Systems leveraging Raspberry Pi, GSM 

modules, buzzers, and deep learning algorithms (CNNs) are becoming increasingly popular for their ability to 

provide low-cost, automated, and scalable solutions. However, several key issues need to be addressed for 

these systems to function effectively in diverse environments. 

Environmental Conditions: One of the primary challenges for wildlife intrusion detection systems is the 

variability in environmental conditions. Factors like low light, rain, fog, or dense vegetation can obstruct the 

visibility of cameras and impact the accuracy of the deep learning models, which rely on clear and high-quality 

images for detection. In night-time scenarios, for example, thermal or infrared cameras may be needed to 

capture heat signatures of animals. However, such sensors can be more expensive and may increase the 

complexity of the system. The system’s reliance on image data can limit its effectiveness in poorly lit or 

obscured environments, leading to missed detections or false negatives. 

False Positives and False Negatives: The use of deep learning algorithms like CNNs for wildlife detection can 

significantly improve accuracy compared to traditional methods. However, challenges like false positives 

(incorrectly identifying non-animal objects as animals) and false negatives (failing to detect an animal) can still 

occur. This issue is exacerbated in complex environments with background noise, such as dense foliage, moving 

vegetation, or weather-related distortions. While CNNs are trained to distinguish animals from other objects, 

there is still a risk of misclassification, particularly when animals are partially obscured or appear very similar 

to other objects in the environment. 

Real-Time Processing and Latency: Another critical challenge is ensuring real-time detection and response. 

While the Raspberry Pi is an affordable and efficient platform for basic image processing and running CNN 

models, it may struggle with the computational intensity required for real-time image classification, 

particularly if the deep learning model is large or the system is deployed in a high-traffic area with frequent 

wildlife intrusions. Processing high-resolution images or running complex CNN models can introduce latency in 

detection, leading to delayed responses and missed opportunities to intervene before the wildlife causes 

damage. Optimizing the CNN for performance, such as using lightweight models or employing edge AI 

techniques, is essential to reduce processing times and ensure faster responses. 

Power Consumption and Sustainability: Since many wildlife detection systems are deployed in remote locations 

with limited access to power, energy efficiency is a critical concern. The Raspberry Pi, while efficient, may still 
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face challenges in long-term deployments without reliable power sources. The system's reliance on continuous 

operation—from image capture to processing and alerting—requires careful consideration of power 

consumption. Future systems may need to incorporate solar panels, low-power sensors, or more efficient 

processing units to ensure they can run for extended periods without requiring frequent recharging or battery 

replacement. 

GSM Module Limitations: The GSM module plays a crucial role in sending real-time alerts to local authorities or 

landowners, but it comes with its own limitations. In remote areas, GSM signal strength can be unreliable, 

making it difficult to send alerts during times of poor network coverage. Moreover, while the SMS alert system 

is an effective means of communication, it might not be the fastest or most efficient method for larger-scale 

wildlife monitoring, where more advanced communication technologies (e.g., satellite communication, IoT 

networks) may be more suitable. 

Scalability and Adaptability: The system’s ability to scale and adapt to various environments and use cases is a 

significant challenge. Wildlife monitoring may require detection systems that can handle a range of animal 

species, different types of intrusion scenarios, and various environmental conditions. Additionally, while CNN-

based models can be trained to detect specific species, the system must also be able to generalize and adapt to 

the presence of new species or environmental changes. Therefore, continuous model updates and retraining 

will be necessary for the system to maintain accuracy over time. 

Real-Time Action and Deterrents: Once an intrusion is detected, the system triggers actions like sending alerts 

via GSM and activating deterrents such as a buzzer. However, real-time interventions may not always be 

effective in preventing wildlife from causing damage, particularly if the animals are quick to react or if they are 

in large groups. The buzzer system may startle animals but is not always guaranteed to deter them completely. 

To improve effectiveness, additional deterrents (such as motion-activated lights, sound-emitting devices, or 

barriers) may need to be incorporated into the system. 

V. RESULTS AND FUTURE WORK 

The proposed wildlife intrusion detection system, built using Raspberry Pi, GSM module, buzzer, and deep 

learning algorithms (specifically CNNs), aims to address the growing challenges of human-wildlife conflict by 

providing an efficient, cost-effective, and real-time solution for monitoring wildlife movements. The current 

implementation leverages the power of convolutional neural networks to accurately detect and classify animals 

entering protected areas or agricultural lands, sending real-time alerts via GSM to designated recipients (e.g., 

farmers, park rangers) and activating a buzzer for immediate deterrence. 

The initial results show promising accuracy in detecting a wide range of animals in real-time, with high 

detection rates and minimal false positives, particularly in controlled environments. The system’s ability to 

classify animals based on visual data captured by cameras integrated with the Raspberry Pi has proven 

effective, with the use of deep learning models further enhancing its capability to differentiate between various 

species. Additionally, the GSM-based alert system has demonstrated quick communication in terms of notifying 

relevant stakeholders, thereby reducing response times and improving safety for both wildlife and humans. 

Insights for Improvement and Future Work: 

Integration of Multimodal Sensors: To overcome the limitations of image-based detection, integrating multiple 

sensor modalities (e.g., infrared, motion sensors, acoustic sensors) would improve the system's robustness in 

various environments. Thermal and infrared cameras, for instance, can provide animal detection even in low 

light conditions, while acoustic sensors can detect the sounds of specific animal species, offering a multimodal 

approach to wildlife detection. 

Model Optimization: Future work should focus on model optimization to ensure faster processing times, 

especially on resource-constrained devices like the Raspberry Pi. This could include employing techniques such 

as model pruning, quantization, or using pre-trained models that require less computational power, making the 

system more efficient for real-time applications. Additionally, exploring edge AI frameworks can help distribute 

the processing load and reduce latency. 

Hybrid Communication Systems: To address GSM limitations, future systems could integrate hybrid 

communication solutions that combine GSM, Wi-Fi, and satellite communication, ensuring more reliable alerts 

in remote areas with fluctuating signal strength. 
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Energy Harvesting: Incorporating solar panels or other energy-efficient technologies into the system would 

extend its operational lifespan, particularly in off-grid locations. Combining these with low-power deep 

learning models or sleep modes for sensors when idle could help optimize energy consumption. 

Adaptive and Continuous Learning: A key insight for improving detection accuracy is the need for continuous 

learning. The system should be capable of updating its model as it collects more data over time, allowing it to 

adapt to new animals, changing environmental conditions, and varying intrusion patterns. 

Collaborative Networks: Finally, a potential future direction is the creation of collaborative wildlife monitoring 

networks. These networks could integrate data from multiple sensors and detection systems in various regions, 

enabling better data sharing, real-time intervention, and even predictive analytics based on aggregated wildlife 

movement data. 

VI. CONCLUSION 

The wildlife intrusion detection system using Raspberry Pi, GSM module, buzzer, and deep learning (CNN) 

offers a promising solution for monitoring wildlife in real-time. However, challenges such as environmental 

conditions, false positives, real-time processing, power consumption, and GSM limitations must be addressed 

for the system to operate reliably in diverse environments. Optimizing the system through multimodal sensors, 

model improvements, and hybrid communication technologies will ensure its effectiveness in mitigating 

human-wildlife conflicts and providing timely alerts and deterrents. 
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